
139 

Department of the Navy, DoD § 705.4 

units and activities, as coordinated 
with and approved for policy and con-
cept by the respective fleet and shore 
commander concerned. 

(ii) Serve as public affairs emergency 
reaction teams/resource personnel re-
sponsive to the requirements of the 
CNO and CHINFO, and when feasible 
and appropriate and as approved by 
CNO or CHINFO, serve as public affairs 
emergency reaction teams/resource 
personnel in support of Fleet Com-
manders. 

(iii) Develop feature material to sup-
port the long range goals and the im-
mediate priorities of the Navy. Direct 
liaison is authorized with the Navy Re-
cruiting Command, Recruiting Areas, 
Recruiting Districts, and other Com-
manders as appropriate to achieve this 
function. 

(iv) Perform such other tasks as may 
be assigned by the Chief of Informa-
tion. 

(2) NAVPACENs will have no public 
affairs news media responsibilities 
which conflict with the basic public af-
fairs responsibilities of Fleet Com-
manders-in-Chief. Specifically, 
NAVPACENs are excluded from re-
sponding to news media queries, releas-
ing news information, arranging news 
media embarkations, or any other day- 
to-day news media services concerning 
the respective fleets. These responsibil-
ities remain with the Fleet Com-
mander. 

(3) NAVPACENs have no direct re-
sponsibility or authority for commu-
nity relations or internal relations and 
shall defer in these areas to the cog-
nizant Naval District Commandant. 

(4) Direct liaison with Fleet Com-
manders-in-Chief and NAVINFOs is ap-
propriate and authorized. As approved 
by the Fleet CINCs, direct liaison with 
forces afloat and shore activities under 
the Fleet CINCs is appropriate. 

(5) NAVPACENs will carry out their 
mission and functions in such a man-
ner as not to interfere with the public 
affairs responsibilities of the District 
Commandants. 

[44 FR 6389, Feb. 1, 1979] 

§ 705.3 [Reserved] 

§ 705.4 Communication directly with 
private organizations and individ-
uals. 

(a) Questions from the public and re-
quests from groups or individuals for 
pamphlets, photos, biographies, histor-
ical matter, etc., must be promptly an-
swered. (32 CFR part 701, subparts A–D 
refers.) 

(b) Assistance within the command’s 
capabilities should (and in some cases, 
must) be given. Where an established 
channel for obtaining the item exists, 
such as a publication stocked by the 
Superintendent of Documents (Govern-
ment Printing Office), or photos, as ex-
plained in the subparagraph below, the 
requester may be directed to it. Under 
some circumstances, a charge may be 
made. (Consult part 701 or the com-
mand’s Freedom of Information au-
thority for details.) If a lengthy search, 
beyond the convenient manpower re-
sources of the command, would be re-
quired, the requester may be offered 
the opportunity of examining the ma-
terial at the command instead of cop-
ies being made. 

(c) If a request is refused, the reason 
must be fully and courteously ex-
plained, as required by part 701 of this 
chapter. 

(d) Copies of released U.S. Navy 
photos may be purchased by the gen-
eral public. 

(1) Photos made within the last 10 
years may be purchased from the Naval 
Photographic Center. Information on 
the conditions of sale can be obtained 
by writing to the Commanding Officer, 
Naval Photographic Center, Naval Sta-
tion, Washington, DC 20390. 

(2) Photos made more than 10 years 
prior to the current date may be pur-
chased from the National Archives. De-
tails are available from: Audio-Visual 
Branch National Archives and Records 
Service, General Services Administra-
tion, Washington, DC 20408. 

[41 FR 29101, July 15, 1976, as amended at 44 
FR 6390, Feb. 1, 1979] 
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